US Conferences related to Cyber Security 

	Date
	Meeting Name
	Location
	Contact Information
	Description

	8-10 Sept 2008
	16th Annual Meeting of the IEEE International Symposium

on Modeling, Analysis, and Simulation of Computer and Telecommunication Systems (MASCOTS)
	Baltimore, MD
	http://www.mascots-conference.org/
	The scope of the symposium includes, but is not limited to: Computer Architecture, Computer Networks, Distributed/Parallel Systems, Industrial Practice and Experience, Internetworking Protocols, Multimedia Systems, Performance Evaluation Methodologies, Pervasive Web and Mobility, Sensor Networks, Storage Systems, Web-based Systems, Wireless Networks 

	15-17 Sept 2008
	11th International Symposium on Recent Advances in Intrusion Detection, Cambridge, MA
	MIT, Cambridge, Massachusetts
	http://www.ll.mit.edu/RAID2008/
	This symposium brings together leading researchers and practitioners from academia, government, and industry to discuss issues and technologies related to intrusion detection and defense.

	15 Sept 2008
	5th International Workshop on Visualization for Cyber Security
	MIT Cambridge, Massachusetts
	http://vizsec.org/workshop2008/
	Forum for new research in visualization for computer security, in conjunction with the 11th International Symposium on Recent Advances in Intrusion Detection. 

	22-25 Sept 2008
	2008 New Security Paradigms Workshop (NSPW)
	Lake Tahoe, CA
	http://www.nspw.org/current/
	For fifteen years the New Security Paradigms Workshop (NSPW) has provided a forum for innovative approaches to computer security. The workshop offers a constructive environment for experienced researchers and practitioners as well as newer participants in the field.

	22-25 Sept 2008
	2008 Biometrics Symposium (BSYM)
	Tampa Convention Center, Tampa, FL
	http://www.citer.wvu.edu/bsym2008/ 
	Operationally relevant technologies

(e.g., face, fingerprint, iris, voice, gait, hand/palm, other novel biometrics, multi bio metrics, etc.)

	29 Sept 2008
	The Fourth IEEE International Workshop on Wireless and Sensor Networks Security (WSNS'08)


	Atlanta, GA
	http://www.cs.wcupa.edu/~zjiang/wsns08.htm
	In conjunction with The fifth IEEE International Conference on 

Mobile Ad-hoc and Sensor Systems.  

Nowadays, there is a large variety of networks spanning from the well-known cellular networks to non-infrastructure wireless networks such as mobile ad hoc networks and sensor networks. The security issue is a central concern for achieving secured communication in these networks. This workshops aims to bring together researchers and practitioners from wireless and sensor networking, security, cryptography, and distributed computing communities, with the goals of promoting discussions and collaborations. 

	29 Sept – 02 Oct 2008
	Fifth IEEE International Conference on Mobile Ad-hoc and Sensor Systems (IEEE MASS 2008)


	Atlanta, GA
	http://www.cse.psu.edu/IEEEMASS08/
	Wireless ad-hoc communication has applications in a variety of environments, such as conferences, hospitals, battlefields and disaster-recovery/rescue operations, and is also being actively investigated as an alternative paradigm for Internet connectivity in both urban and rural areas. Wireless sensor and actuator networks are also being deployed for enhancing industrial control processes and supply-chains, and for various forms of environmental monitoring. The IEEE MASS 2008 aims at addressing advances in research on multi-hop ad-hoc and sensor networks, covering topics ranging from technology issues to applications and test-bed development.

	Fall 2008
	Workshop to be organized by NAS on research issues attendant to privacy and usable security. 
	Arlington, VA
	Karl Levitt
	This is mostly related to setting a research agenda for these two topics, which Chuck and Jeannette have agreed are priority areas for CISE.

	01-03 Oct 2008
	2008 6th Annual Privacy, Security and Trust Research Conference (PST2008)
	Fredericton, NB, Canada
	http://www.unb.ca/pstnet/pst2008/ 
	Privacy, security and trust; researchers and research administrators.

	6-8 Oct 2008
	Critical Infrastructure Protection Congress
	Las Vegas, NV
	http://www.cip2008.com
	By the ISAC Council (representing 11 critical infrastructure sectors), InfraGard (the FBI’s public and private sector information-sharing association), and the Partnership for Critical Infrastructure Security (PCIS).  The 2008 theme, “Risk 2.0: Next-Generation Threats, Challenges & Opportunities”

	7-8 Oct 2008
	3rd International Conference on Malicious and Unwanted Software (Malware'08)
	Hilton Alexandria Mark Center, Alexandria, VA
	http://isiom.wssrl.org/

	The conference is designed to bring together experts from industry, academia, and government to present and discuss, in an open environment, the latest advances and discoveries in the field malicious and unwanted software, the techniques, economics and legal issues behind their use, and the methods to detect and control them.

This year main focus for the conference will be “the scalability problem” -- the belief of the organizers that the uncontrolled exponential growth of Malware seen today in the wild negates previous advances in the field, and further puts our national infrastructure in jeopardy.

	10-12 Oct 2008
	International Conference on Applied Modeling & Information Security Systems
	Eastern Illinois University

Charleston, IL
	http://www.eiu.edu/~iasc/

	Sponsored By NASA-AMES Research Center, Institute of Applied Science And Computations and EIU

	14-16 Oct 2008
	9th Software Assurance Forum
	NIST Gaithersburg, MD
	https://buildsecurityin.us-cert.gov/daisy/bsi/events/930-BSI.html
	The intent of this Forum is to continue to bring together members of government, industry, and academia with vested interests in software assurance to discuss and promote integrity, security, and reliability in software.

	17-19 Oct 2008
	The Second international Workshop on Post-Quantum Cryptography
	University of Cincinnati
	http://math.uc.edu/~aac/pqcrypto2008/
	PQCrypto 2008 will serve as a forum for researchers to present results and exchange ideas in post-quantum cryptography. The topics include: (a) public key cryptosystems that have the potential to resist possible future quantum computers such as: hash-based Merkle-type signature schemes, lattice-based cryptosystems, code-based cryptosystems, multivariate cryptosystems and quantum cryptographic schemes; (b) classical and quantum attacks including side channel attacks on the post-quantum cryptosystems; (c) security models for the post-quantum era.

	19-22 Oct 2008
	ICNP 2008, The 16th IEEE International Conference on Network Protocols 
	Orlando, FL
	http://www.cs.purdue.edu/homes/fahmy/icnp2008/
	ICNP 2008 is a conference covering all aspects of network protocols, including design, analysis, specification, verification, implementation, and performance.

	19 Oct 2008
	4th workshop on Secure Network Protocols (NPSec)
	Orlando, FL
	http://www.netsec.colostate.edu/npsec08/cfp.html
	NPSec is hosted in conjunction with the 16th IEEE International Conference on Network Protocols.

The first focus is on the development and analysis of secure or hardened protocols for the operation (establishment and maintenance) of network infrastructure, including such targets as secure multidomain, ad hoc, sensor or overlay networks, or other related target areas. This can include new protocols, enhancements to existing protocols, protocol analysis, and new attacks on existing protocols. The second focus is on employing such secure network protocols to create or enhance network applications. Examples include collaborative firewalls, incentive strategies for multiparty networks, and deployment strategies to enable secure applications.

	21-22 Oct 2008
	East Tennessee Cyber Security Summit
	Knoxville, Tennessee
	http://cybersecurity.utk.edu/
	This summit promotes a close working relationship among law enforcement, higher education, and industry participants in identifying and managing cyber crime and related matters and provides an opportunity to bring together security professionals from the East Tennessee region and beyond.

	22-24 Oct 2008
	Third Grassroots Cybersecurity R&D Town Hall Meeting
	Washington, DC
	https://wiki.cac.washington.edu/display/doe/Home
	Grass-roots community, working together to apply scientific principles to critical long-term CyberSecurity issues in the Department of Energy (DOE).

	27 Oct 2008
	First ACM Workshop on AISec
Collocated with ACM CCS 2008
	Alexandria, VA
	http://www.aisec.info
	To fully realize the security and privacy benefits of today's ubiquitous information, the security community needs expertise in the tools and techniques for managing that information, namely, artificial intelligence technology, and the AI community needs an understanding of security and privacy problems. To facilitate an exchange of ideas between these two communities, we are holding the first workshop in "AISec" in conjunction with the 15th ACM Conference on Computer and Communications Security (CCS), the new field of security and privacy solutions that leverage AI technologies.

	27 Oct 2008
	Workshop on Privacy in the Electronic Society,

Collocated with ACM CCS 2008
	Alexandria, VA
	http://dais.cs.uiuc.edu/wpes08

	The need to consider privacy has been widely recognized in society at large, with resulting impact on government, commerce, education, health care, entertainment, and other sectors. This workshop discusses the problems related to privacy in the global interconnected society and their possible solutions. The 2008 Workshop, held in conjunction with the ACM CCS conference, is the seventh in a yearly forum for papers on all the different aspects of privacy in today's electronic society.

	27-31 Oct 2008
	15th ACM Conference on Computer and Communications Security (ACM CCS)
	Alexandria, VA
	http://www.sigsac.org/ccs/CCS2008/
	Annual ACM computer and communications security conference, a leading international forum for information security researchers, practitioners, developers, and users to explore cutting-edge ideas and results, and to exchange techniques, tools, and experiences.

	31 Oct 2008
	The Fourth ACM Workshop on Digital Identity Management

In conjunction with ACM CCS 2008
	George Mason University, Fairfax, VA
	http://www.cs.purdue.edu/homes/bertino/DIM2008_CFP_draftletter_20080228.pdf
	“Services and Identity” -- As the competitive edge of the global economy is shifting to “services” delivered over the Internet, we need a way of making identity available on-demand to the services in an open, scalable, and secure manner. Identity for services is a holistic concern that must satisfy technology, regulatory and business needs for existing and emerging markets, such as Software as a Service (SaaS) and Service Oriented Architectures (SOA). Identity services should introduce consistency, efficiency and scalability in IT infrastructures built on the Internet to form the new “identity layer”.

	31 Oct 2008
	The Third ACM Workshop on Scalable Trusted Computing

(ACM STC'08)

In conjunction with ACM CCS 2008
	George Mason University, Fairfax, VA
	http://www.sisa.samsung.com/innovation/stc08/
	Built on the continuous success of ACM STC'06 and STC'07, this workshop focuses on fundamental technologies of trusted computing and its applications in large-scale systems -- those involving large number of users and parties with varying degrees of trust. The workshop is intended to serve as a forum for researchers as well as practitioners to disseminate and discuss recent advances and emerging issues.

	31 Oct 2008
	2nd Computer Security Architecture Workshop

In conjunction with ACM CCS 2008
	George Mason University, Fairfax, VA
	http://www.rites.uic.edu/csaw/
	The Computer Security Architecture Workshop (CSAW) presents papers on security architectures, their interfaces, implementations, and implications. 

Architectures are composed of abstractions (interfaces) and their implementations. Security Architectures are architectures which enable implementations that are resilient to an appropriate and broad-based spectrum of threats. An evaluation of a Security Architecture requires understanding these threats; the tradeoffs between different system goals, including between security and non-security goals; the long-term appropriateness of its interfaces; and the implementations it allows. The best interfaces are those that capture the most important issues, enable different implementations, and are flexible enough to adapt (or be adapted) to different threats.

	10-14 Nov 2008
	2008 IEEE International Symposium on Software Reliability Engineering (ISSRE)
	Microsoft

Redmond Seattle, WA
	http://www.csc2.ncsu.edu/conferences/issre/2008/ 
	ISSRE focuses on the practice and theory of software systems reliability engineering and analytics.

	6-7 Nov 2008
	NCDI Workshop 
	Marina del Rey, CA
	Karl Levitt
	Workshop to engage industry in the agenda of NCDI; to discover incentives industry needs to become engaged; to get industry’s reaction to the leap-ahead ideas.

	16-21 Nov  2008
	International Conference for High Performance Computing
	Austin, TX
	http://sc08.supercomputing.org
	International conference on high performance computing (HPC), networking, storage and analysis, and it attracts from all over the world scientists, researchers, software developers, network engineers, policy makers, corporate managers, CIOs and IT administrators from universities, industry and government from all over the world.

	17 Nov 2008
	Workshop to investigate economic and policy issues associated with getting industry more willing to engineer security into its products.
	Cambridge, MA
	Karl Levitt
	

	8-12 Dec  2008
	Annual Computer Security Applications Conference
	Anaheim, CA
	http://www.acsac.org/
	The conference includes security experts from around the world and provides a venue and access to participants who are not easily attained in other ways. Again this year, NSA and NIST will present The National Computer Systems Security Awards that recognizes individuals for scientific or technological breakthroughs, outstanding leadership, highly distinguished authorship, or significant long-term contributions in the computer security field. 

	8-11 Feb 2009
	16th Annual Network & Distributed System Security Symposium
	San Diego, CA
	http://www.isoc.org/isoc/conferences/ndss/09/
	NDSS'09 will bring together innovative and forward-thinking members of the Internet community - including leading-edge security researchers and implementers, globally-recognized security technology experts, and experienced professionals from both the private and public sectors - who design, develop, exploit, and deploy the new and emerging technologies that define network and distributed system security.

	10-12 Mar 2008
	Software Assurance Forum
	Washington DC
	https://buildsecurityin.us-cert.gov/daisy/bsi/events/931-BSI.html
	The Department of Homeland Security’s Software Assurance Program seeks to reduce software vulnerabilities, minimize exploitation, and address ways to improve the routine development and deployment of trustworthy software products.  Together, these activities will enable more secure and reliable software that supports mission requirements across enterprises and the critical infrastructure. Because software is essential to the operation of the Nation’s critical infrastructure and it is estimated that 90 percent of reported security incidents result from exploits against defects in the design or code of software, ensuring the integrity of software is key to protecting the infrastructure from threats and vulnerabilities, and reducing overall risk to cyber attacks.

	22-25 Mar 2008
	Third Annual IFIP Working Group 11.10 International Conference on Critical Infrastructure Protection
	Dartmouth College

Hanover, New Hampshire
	http://www.ifip1110.org/Conferences/
	The IFIP Working Group 11.10 on Critical Infrastructure Protection is an active international community of researchers, infrastructure operators and policy-makers dedicated to applying scientific principles, engineering techniques and public policy to address current and future problems in information infrastructure protection.

	30 Mar - 02 Apr 2009
	2009 IEEE Symposium on Computational Intelligence in Cyber Security (CICS 2009)
	Nashville, TN
	http://www.ieee-ssci.org
	This international event promotes all aspects of the theory and applications of computational intelligence, by hosting over 20 technical meetings in one location.

	4-6 May 2009
	Spring 2009 FS-ISAC Member Meeting and Conference
	St. Pete Beach, FL
	http://www.fsisac.com/events/spring_conference/index.php
	

	8-12 Jun 2009
	2009 IEEE International Conference on Intelligence and Security Informatics 
	Richardson, TX
	http://www.smc2009.org/
	The 2009 IEEE International Conference on Systems, Man, and Cybernetics (SMC2009) provides an international forum that brings together those actively involved in areas of interest to the IEEE Systems, Man, and Cybernetics Society, to report on up-to-the-minute innovations and developments, to summarize the state-of-the-art, and to exchange ideas and advances in all aspects of systems science and engineering, human machine systems, and cybernetics
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